
 

 
 

 

 

 

 

 

 

 

 

 

Gemalto first in the world to be fully-certified by the GSMA for secure eSIM 
subscription management 

 

 
Amsterdam, 3 August 2017 - Gemalto, the world leader in digital security, announces that its On-Demand 
Connectivity Service has become the first in the world to demonstrate full compliance with the stringent security 
requirements of the GSMA’s Security Accreditation Scheme for embedded SIM (eSIM) remote provisioning. As 
a result, OEMs, mobile operators, and service providers worldwide can be assured that Gemalto implements 
appropriate security measures for storage and handling of all sensitive user profile data. These measures 
extend from initial eSIM production through to management of mobile subscriptions over the entire service 
lifecycle. The accreditations apply to industrial IoT applications, automotive solutions and consumer electronics.  
 
Unlike a conventional SIM, an eSIM is soldered into a device during production and must be remotely managed 
during its entire lifecycle. This simplifies manufacturing and logistics, prevents tampering, and eliminates the 
need to fit and replace SIMs at a later stage. 
With more than 50 references, Gemalto On-Demand Connectivity service- a subscription management platform 
- provides customers with a GSMA-certified environment to support their commercial launches. 

 
 “These new certifications demonstrate Gemalto’s leadership and commitment to implementing rigorous 
security measures that extend from the core to the very edge. “Mobile operators and OEMs can now fully 
benefit from the combined promises of the eSIM and remote SIM provisioning services for industrial, enterprise 
and consumer applications”   said David Buhan, Senior Vice President Mobile and IoT Services for Gemalto.  
 
 

 

About Gemalto 

Gemalto (Euronext NL0000400653 GTO) is the global leader in digital security, with 2016 annual revenues of 
€3.1 billion and customers in over 180 countries. We bring trust to an increasingly connected world. 

From secure software to biometrics and encryption, our technologies and services enable businesses and 
governments to authenticate identities and protect data so they stay safe and enable services in personal 
devices, connected objects, the cloud and in between.  

Gemalto’s solutions are at the heart of modern life, from payment to enterprise security and the internet of 
things. We authenticate people, transactions and objects, encrypt data and create value for software – enabling 
our clients to deliver secure digital services for billions of individuals and things. 

Our 15,000+ employees operate out of 112 offices, 43 personalization and data centers, and 30 research and 
software development centers located in 48 countries. 

https://www.gsma.com/aboutus/leadership/committees-and-groups/working-groups/fraud-security-group/security-accreditation-scheme
http://www.gemalto.com/iot/consumer-electronics/embedded-sim-uicc
http://www.gemalto.com/mobile/networks/on-demand-connectivity/m2m-automotive
http://www.gemalto.com/iot/consumer-electronics
http://www.gemalto.com/mobile/networks/on-demand-connectivity/m2m-automotive
http://www.gemalto.com/companyinfo/digital-security


 

For more information visit www.gemalto.com, or follow @gemalto on Twitter. 
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Philippe Benitez 
Americas 
+1 512 257 3869 
philippe.benitez@gemalto.com 

Kristel Teyras 
Europe Middle East & Africa 
+33 1 55 01 57 89 
kristel.teyras@gemalto.com 

Shintaro Suzuki 
Asia Pacific 
+65 6317 8266   
shintaro.suzuki@gemalto.com 
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